
AWS Cloud EC2 

 

1. EC2 instance creation  
a. List of instances created with first name and last name: 

 

 
 

b. Connect to the first instance using key pair: 

 

 

 

 

 

 

 

 



2. EBS (Elastic Block Storage) 

 

a. Create a Volume from Volumes menu: 

                  

 

b. Attach volume to EC2 instance: 

 

 
 

 

 



 

c. Make a file system after attaching the volume, mount file system, create files and un 

mount : 

              

 

 



 

d. Detach the volume from the instance: 

 

 
 

e. Create another instance in the same availability zone: 

                      

 

 

f. Attach the same volume to this instance : 

 

 
 

 



g. Without making a file system, mount the same one and notice the file that we created 

in the first machine can be accessed here: 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



3. Snapshot 

 

a. Create snapshot from volume: 

 

 
 

b. Snapshots list: 

 

 
c. Create volume from snapshot: 

 

 
 

 

 

 

 

 

 

 

 

 

 

 



d. Select a different availability zone (selected us-eas-t1b since previously it was us-east-

1c): 

                       
 

e. Attach the instance in the same availability zone as above to the volume created from 

snapshot: 

 

 
 

 



f. Login to the instance in shell and notice the previous files can be accessed without 

creating the file system again: 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



4. AMI (Amazon Machine Image) 
 

a. Create a ubuntu instance and install apache and check status: 

 

 
 

 

 

 

b. Once apache s installed, to connect in browser edit the inbound rules in the security 

group attached to the instance: 

 

 
 

 

 

 



 

 

c. Get the public ip of the instance: 

 

 
 

 

d. Connect in browser http://54.89.212.140. Notice the following is launched: 

 

 
 

http://54.89.212.140/


e. Install Php:

 

 

f. Install Php on the same instance and connect to the phpinfo.php page that we created: 

 

 
 

g. Create AMI from the above instance: 

               

 

 



 

h. Create instance from the above AMI: 

 

 
 

 

i. Get the ip address of the instance created and edit the security group inbound rules to 

allow http port 80 and connect to apache and phpinfo: 

 

 
 



 
 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



5. Load Balancer 
 

a. Create a security group with inbound rules to allow port 80 

b. Create a target group and select the two instances that you have created and click on 

Include as pending and click on Create target group button at the bottom 

 
 

 
 

 
 

c. Create a load balancer by choosing the security group and target group created above: 

 

 
 

 

 



d. Private Ips of two machines : 172.31.89.234  and 172.31.92.35 

 

 
 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



6. VPC 
a. Create a VPC: 

 

 
 

b. Create an internet gateway and attach the VPC: 

 

 
 

 
 

c. Create subnets (one for public subnet and one for private subnet) 

 

 
 

 

 

 

 

 

 

 

 



 

d. Create route tables (Public and Private) 

 

 
 

e. Edit subnet associations from route table (Public->public and Private->private) 

 

 
 

f. Connect public route table to internet gateway: 

 

 
 

 

 

 

 

 

 

 

 



g. Create one instance each in public subnet and private subnet (Select the VPC and also 

the corresponding public and private subnets) 

 

 
 

 

h. Edit the security groups created above to allow all ICMP and all TCP 

 

 
 

i. Connect to the instance in public subnet1 (We should be able to connect and ping 

internet since it is connected to internet gateway) 

 



j. To connect to the instance in private subnet1, copy the key file to public subnet and 

connect to the private instance from there using the public ip of the private subnet 

instance but you will not be able to connect to internet still since NAT gateway is not 

created: 

 

 
 

k. Create a NAT gateway and associate public subnet 

 

 
 

 

l. Go to the private route table and add NAT gateway 

 

 
 

 

 

 

 

 

 

 

 

 

 



m. Ping google.com from private subnet instance: 

 

 


