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Task 1: Create EC2 Instance: 
Created new EC2 instance and opened it in EC2 Instance connect. 

 

Task 2: Create Elastic Block Store: 
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Mounting : 

 



 

 Internal to Wipro 

 

Mounting EC2 instance: 

 

 

Task 3: Snapshot Screenshot creation: 
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AMI: 
Create an  EC2 Ubuntu   Instance  called Angela 

 

Use apt update command 
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Use command  ufw allow ssh 

 
 
Enable the ports 80,443 by using below commands : 
ufw allow 80 
ufw allow 443 
ufw enable 
 
 

 
 
Check whether Apache service is enabled, If not, use the command apt install apache2 to install the service. 
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Make sure the service is running. 

 
 
Modify inbound rules of the EC2 to enable HTTP port 80 and access the public IP of the EC2 instance. 
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Install php 8.1 and restart the php services 
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Create php file 

 
 
Test PHP web page with following command http://13.127.34.29/phpinfo.php 
 

http://13.127.34.29/phpinfo.php
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Create an AMI on Console: 

 
 
 
Launch AMI Instance 
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http://3.109.4.225/phpinfo.php 
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Load Balancer: 
While creating a load balancer, Create a Security group to avoid error with inbound security rules 

 

Create Target Group: 

 

 

 

 

 

 

 

Create Load balancer: 
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S3: 
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Create VPC: 

 

 

Create Internet gateway: 

 

Attach the VPC to Internet gate way: 
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Create 4 subnets. 2 private and 2 public subnets 

 

Create two route tables. 1 public route table and 1 private route table 
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Assocuiate 2 private subnets to private router and 2 public subnets to public router: 

 

 

Associate the piblic router to internet gateway: 
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