
2. Create an internet gateway and attach it to VPC.  



3. Create 4 subnets ( 2 public and 2 private )  



4. Create 2 route tables (public and private)  

5. Associate the public subnets to public route table and private subnets to private route table.  

6. Connect public route table to the internet gateway.  

7. Create 2 instances (public subnet 1, private subnet 1)  

Also create new security group by allowing all traffic.  



8. Login to Public subnet1 machine and try to ping and ssh (ping will get success and where ssh will  

fail as there is no key)  



9. Copy the key pair on to Public subnet machine1 and then from Public subnet machine try to  

connect private subnet machine with SSH.  



10. In order to get internet on your Private subnet machine then we have to Create a NAT gateway  

in Public subnet1.  



11. Edit the route table of private subnet1 with a route to NAT gateway.  



12. Login to private subnet machine and try to ping google.com  

7. VPC Peering :  
1. Create VPC A and 2 subnets ( one is public and one is private )  



2. Create 2 route tables ( one is public and one is private )  

3.Associate public route table with public subnet and private route table with private subnet.  



4. Create internet gateway and attach it to VPC.  

5. Add public subnet to internet gateway.  

6. Create 2 EC2 machines.  



7. Create VPC B machine.  



8. Create private subnet and route table.  

9. Create EC2 instance.  

10. Create peering connection.  





 

.  


