
Q1: Web Browser Extensions: How risky are extensions & how can you 

choose safe ones? 

Ans: Browser extensions are addons for your browser that provide additional functionality. They 

can enhance your browsing experience by blocking ads, finding shopping coupons, or translating web 

pages. However, not all extensions are safe. Let’s explore the risks associated with browser extensions 

and how to choose safe ones: 

1. Privacy Risks of Browser Extensions: 

o Dangerous extensions can seriously compromise your security. Google Chrome is 

currently the only browser that asks for extension permissions during installation. 

o If left unchecked, these extensions could: 

▪ Log your keystrokes. 

▪ Provide a passage for malware to infiltrate your device. 

o To protect your privacy, follow these steps: 

▪ Check and uninstall extensions in browsers like Google Chrome, Microsoft 

Edge, Mozilla Firefox, and Safari. 

▪ Be cautious about granting permissions to extensions. 

▪ Regularly review and remove extensions that pose serious privacy risks. 

2. Why Are Browser Extensions Dangerous? 

o Some extensions are malicious and exist solely to cause harm. 

o Cybercriminals may sneak malware-infested extensions past security checks to steal 

data or profit from your browsing activities. 

o Even non-malware extensions might collect your data for resale to marketing 

agencies. 

o Most extensions require permissions to interact with your browser, but only Google 

Chrome explicitly asks for your agreement. Other browsers automatically grant 

permissions without your input, making dangerous extensions a significant threat to 

online security. 

o Safe extensions can also become a threat if a developer’s account is compromised, 

leading to malicious updates. 

o In the past, legitimate extensions have been purchased by other companies and turned 

into adware1. 

3. How to Choose Safe Extensions: 

o Source Validation: 

▪ Check if an extension is made by a reputable source before installing it. 

o Official Sources: 

▪ Install extensions only from trusted sources like the Chrome Web Store. 

o Limit Extensions: 

▪ Avoid overloading your browser with too many extensions. 

▪ Delete unused extensions to reduce your attack surface. 

o Stay Informed: 

▪ Be aware of the extensions you have installed and their permissions. 

Remember that while many extensions are safe, there’s always some inherent risk. Choose wisely and 

prioritize your privacy and security when adding extensions to your browser! 
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Q2:  Securing Your Browser: Best methods & their trade-offs for a safer 

browsing experience. 

Ans: Securing your browser is crucial for a safer online experience. Let’s explore some effective 

methods and their trade-offs: 

1. Keep Your Browser Updated: 

o Method: Regularly update your browser to the latest version. 

o Trade-off: Updates may occasionally introduce new bugs or compatibility issues, but 

the benefits of security patches outweigh these risks. 

2. Use Strong Passwords: 

o Method: Set strong, unique passwords for your browser accounts. 

o Trade-off: Remembering complex passwords can be challenging, but using a 

password manager can help. 

3. Enable Two-Factor Authentication (2FA): 

o Method: Activate 2FA for your browser accounts. 

o Trade-off: Slightly more effort during login, but significantly enhances security. 

4. Install Security Extensions: 

o Method: Add reputable security extensions like uBlock Origin (blocks ads and 

trackers), HTTPS Everywhere (forces secure connections), and Privacy Badger 

(protects against tracking). 

o Trade-off: Some extensions may impact website functionality or slow down 

browsing speed. 

5. Limit Extensions: 

o Method: Install only necessary extensions. 

o Trade-off: Too many extensions can increase attack surface and affect performance. 

6. Regularly Review Installed Extensions: 

o Method: Periodically check your installed extensions. 

o Trade-off: Takes a few minutes but helps identify any malicious or outdated 

extensions. 

7. Avoid Public Wi-Fi for Sensitive Activities: 

o Method: Refrain from accessing sensitive information (banking, personal accounts) 

over public Wi-Fi. 

o Trade-off: Inconvenience when you need to access sensitive data on the go. 

8. Clear Browsing Data: 

o Method: Regularly clear cookies, cache, and browsing history. 

o Trade-off: You may lose saved passwords or browsing history. 

9. Use Incognito/Private Browsing Mode: 

o Method: Use incognito mode for private browsing. 

o Trade-off: No browsing history is saved, but extensions may still track your activity. 

10. Be Cautious with Pop-ups and Downloads: 

o Method: Avoid clicking on suspicious pop-ups or downloading files from untrusted 

sources. 

o Trade-off: Takes extra vigilance but prevents malware infections. 

Remember that each method has its trade-offs, and the right balance depends on your individual 

needs. Prioritize security while considering convenience and usability!  

 

 

 



Q3: Two-Step Authentication: Compare methods, strengths, weaknesses 

& choose the right one. 

Ans: Certainly! Let’s delve into the world of two-step authentication (2SA) and explore its various 

methods, strengths, and weaknesses. This will help you make an informed choice for a safer browsing 

experience: 

1. Security Questions: 

o Method: When creating an account, you choose security questions and set answers. 

During login, you provide the correct answers to validate access. 

o Pros: 

▪ Extremely easy to set up. 

▪ Requires no additional equipment; answers are stored in your memory. 

o Cons: 

▪ Many security question answers are easy to find (e.g., father’s middle name, 

childhood street). 

▪ Vulnerable to social engineering attacks (phishing emails, phone calls). 

▪ Consider entering gibberish answers to enhance security. 

2. Mobile Phone-Based Authentication: 

o Method: Receive a one-time code (OTP) via SMS or authenticator app (like Google 

Authenticator). 

o Pros: 

▪ Convenient and widely supported. 

▪ Provides an extra layer of security beyond passwords. 

o Cons: 

▪ SMS-based OTPs can be intercepted (SIM swapping attacks). 

▪ Authenticator apps require a working smartphone. 

▪ Backup options are essential in case of lost or stolen phones. 

3. Hardware Tokens (U2F Keys): 

o Method: Physical USB keys (e.g., YubiKey) generate OTPs. 

o Pros: 

▪ Highly secure; resistant to phishing and malware. 

▪ No reliance on mobile networks. 

o Cons: 

▪ Requires carrying the key. 

▪ Not all services support U2F. 

4. Biometric Authentication: 

o Method: Fingerprint, face recognition, or iris scan. 

o Pros: 

▪ Convenient and unique to each user. 

▪ Difficult to replicate. 

o Cons: 

▪ Biometrics can be spoofed (e.g., high-resolution photos). 

▪ Not foolproof; false positives/negatives can occur. 

5. Push-Based Authentication: 

o Method: Receive a push notification on your mobile device to approve or deny login. 

o Pros: 

▪ User-friendly and quick. 

▪ Reduces reliance on SMS. 

o Cons: 

▪ Requires a smartphone with internet access. 

▪ Vulnerable if the phone is compromised. 

6. Time-Based One-Time Passwords (TOTP): 

o Method: Authenticator apps generate time-sensitive OTPs. 
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o Pros: 

▪ Works offline; no reliance on SMS. 

▪ Compatible with various services. 

o Cons: 

▪ Backup options needed. 

▪ Synchronization issues if clocks are out of sync. 

Remember that each method has its trade-offs. Consider factors like convenience, security, and 

compatibility when choosing the right two-step authentication method for your needs! 

Q4: Strong Passwords: What makes them weak, how attackers exploit 

them & how to create secure, memorable ones. 

Ans: Let’s dive into the world of strong passwords and explore what makes them secure, how 

attackers exploit weak ones, and how to create memorable yet robust passwords: 

1. Weak Passwords: 

o A weak password is easily compromised by cybercriminals. Here’s what 

characterizes weak passwords: 

▪ Guessability: Weak passwords are combinations of characters or words that 

are easy to guess. 

▪ Reuse: Using the same password across multiple accounts or slightly 

modifying it for different accounts. 

▪ Dictionary Words: Weak passwords often contain common dictionary 

words or phrases, making them susceptible to dictionary attacks. 

▪ Personal Information: Including details like your birthdate, mother’s 

maiden name, or street name. 

o Examples of weak passwords: 

▪ Short words like “Igloo” or “Peanuts.” 

▪ Recognizable keystroke patterns like “QWERTY” or “1QAZ2WSX.” 

▪ Personal information-based passwords like “John99” or “Maplewood099.” 

▪ Variations with a single character change across accounts (e.g., “Alice2004” 

vs. “AlicE2004”). 

▪ Common passwords like “password123” or “123456.” 

2. Strong Passwords: 

o A strong password is difficult to guess or crack. Here’s what makes a password 

strong: 

▪ Uniqueness: It consists of unique characters. 

▪ Complexity: Varying capitalization, including numbers, symbols (e.g., “&”), 

and being at least 16 characters long. 

o Examples of strong passwords: 

▪ Lengthy Random Combinations: Such as “N0r+HcR0|in99.” 

▪ Passphrases: A sequence of words or longer text strings (e.g., 

“+0DD|iK3SPa^cAk3S”). 

3. Creating Strong Passwords: 

o Mnemonic Devices: Use the second letter of words in a sentence you know or lyrics 

from an obscure song. Mix in capitalization and special characters. 

o Avoid Predictable Elements: Don’t use names, numbers, or common phrases. 

o Memorable Yet Secure: Create a balance between complexity and memorability. 

Remember, strong passwords are your first line of defence. Craft them wisely to safeguard your 

online accounts!  

 



Q5: POS Security Threats: Identify vulnerabilities & suggest solutions for 
malware, breaches & theft. 

Ans: Certainly! Point-of-Sale (PoS) systems play a crucial role in retail businesses, but they also 

face security vulnerabilities. Let’s explore these vulnerabilities and effective solutions: 

1. Data Exposure in Payment Process: 

o Vulnerability: During payment, data is exposed multiple times—from card swiping 

to transmission to the bank. This makes it vulnerable to cyber-attacks. 

o Solution: Point-to-Point Encryption (P2PE) instantly converts payment card data 

into indecipherable code when swiped at a PoS terminal. This minimizes fraud and 

prevents hacking. PCI-validated P2PE solutions provide additional security1. 

2. Malware Attacks: 

o Vulnerability: Hackers install automated malware to infiltrate networks and systems, 

seeking unencrypted cardholder data. 

o Solution: Regularly update and patch PoS systems. Use PCI-compliant devices, and 

employ anti-virus software to detect and prevent malware1. 

3. Physical Tampering: 

o Vulnerability: Attackers tamper with PoS devices, compromising their integrity. 

o Solution: Constantly monitor physical devices, use hidden cameras, and avoid 

external network connections. Employ validated hardware and software1. 

4. Weak Authentication: 

o Vulnerability: Weak authentication mechanisms can lead to unauthorized access. 

o Solution: Implement strong authentication methods such as tokenization, end-to-

end encryption (E2EE), and EMV (chip-based card security)23. 

5. Network Segmentation: 

o Vulnerability: Connecting PoS systems to external networks increases risk. 

o Solution: Segment networks—keep PoS systems isolated from other networks to 

limit exposure4. 

6. Regular Monitoring and Anomaly Detection: 

o Vulnerability: Unusual activity may go unnoticed. 

o Solution: Monitor all PoS system activity for anomalies. Detect and respond 

promptly to any threats2. 

Remember, a layered approach combining encryption, monitoring, and best practices is essential for 

robust PoS security! 
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