
1. Web Browser Extensions: How risky are extensions & how can you choose safe 

ones? 

  

1.Source: Download extensions only from reputable sources like the Chrome Web Store 

for Chrome, the Firefox Add-ons website for Firefox, and so on. Avoid downloading 

extensions from third-party websites unless you absolutely trust the source. 

  

2. Reviews and Ratings: Check the reviews and ratings of an extension before installing 

it. Users often report security issues or suspicious behavior in the reviews section, 

which can help you gauge the trustworthiness of an extension. 

  

3. Permissions: Pay attention to the permissions requested by an extension. If an 

extension is asking for more permissions than it needs to function, it could be a red flag. 

For example, a simple calculator extension probably shouldn't need access to your 

browsing history. 

  

4. Developer Reputation: Research the developer of the extension. A quick Google 

search can reveal if the developer has a good reputation or if they've been associated 

with any security incidents in the past. 

  

5. Updates: Make sure the extension receives regular updates. Extensions that are not 

regularly updated may become vulnerable to security exploits over time.  

  

6. Popularity: While popularity alone doesn't guarantee safety, popular extensions tend 

to undergo more scrutiny from both users and browser companies, making them less 

likely to be malicious. 

  

7. Read Privacy Policies: Some extensions may collect your browsing data for various 

purposes. Make sure to read the privacy policy of an extension to understand what data 

it collects and how it's used. 

 

 

  



2) Securing Your Browser: Best methods & their trade-offs for a safer browsing 

experience. 

Securing your browser is crucial for maintaining a safer browsing experience. Here are 

some best methods along with their trade-offs: 

  

1. Keep Your Browser Updated: Regularly update your browser to the latest version. 

Browser updates often include security patches that fix vulnerabilities, reducing the risk 

of exploitation by malicious actors. Trade-off: Updates may occasionally introduce new 

bugs or compatibility issues, but the security benefits generally outweigh these 

concerns. 

  

2. Use Secure Connections (HTTPS): Always use websites that utilize HTTPS to 

encrypt data transmitted between your browser and the website's server. This helps 

protect your sensitive information from interception by attackers. Modern browsers 

typically indicate whether a connection is secure with a padlock icon in the address bar. 

Trade-off: HTTPS encryption may slightly increase the overhead of data transmission, 

but the security benefits far outweigh this minor performance impact. 

  

3. Enable Browser Security Features: Most modern browsers offer built-in security 

features such as phishing and malware protection, pop-up blockers, and safe browsing 

warnings. Ensure these features are enabled to provide an additional layer of defense 

against malicious websites and content. Trade-off: Some security features may 

occasionally block legitimate content or websites, requiring user intervention to bypass. 

  

4. Install Browser Extensions for Security: Consider installing reputable browser 

extensions or add-ons specifically designed to enhance security, such as ad blockers, 

script blockers, and privacy-focused extensions. These tools can help block malicious 

scripts, ads, and tracking mechanisms, reducing the risk of encountering malware and 

protecting your privacy. Trade-off: Some browser extensions may impact browsing 

performance or website functionality, and improperly configured extensions could 

introduce security vulnerabilities. 

  

5. Configure Privacy Settings: Review and configure your browser's privacy settings to 

limit the amount of data shared with websites and third-party services. Disable features 

such as third-party cookies, autofill, and location tracking when not needed. Trade-off: 

Tightening privacy settings may impact certain website functionalities or result in a less 

personalized browsing experience. 



  

3) Two-Step Authentication: Compare methods, strengths, weaknesses & choose the 

right one.  

1. SMS Text Message: 

   - Strengths: SMS authentication is widely supported and easy to set up. It provides an 

additional layer of security beyond just a password. 

   - Weaknesses: SMS can be vulnerable to SIM swapping attacks, where attackers 

convince your mobile carrier to transfer your phone number to a SIM card under their 

control. Additionally, SMS messages can be intercepted if the attacker has access to 

your phone or your carrier's infrastructure. 

   - Consideration: While SMS authentication is better than using just a password, it's 

considered less secure compared to other methods. 

  

2. Authentication Apps (e.g., Google Authenticator) 

   - Strengths: Authentication apps generate time-based or one-time codes that are used 

for verification, making them resistant to many common attacks like phishing and man-

in-the-middle attacks. They work even if you're offline. 

   - Weaknesses: If you lose access to your device or the authentication app, it can be 

challenging to regain access to your accounts. Some authentication apps may also lack 

backup and recovery options. 

   - Consideration: Authentication apps are a convenient and secure option for two-step 

authentication, especially for users who prioritize security over convenience. 

  

3. Hardware Security Keys (e.g., YubiKey): 

   - Strengths: Hardware security keys provide the highest level of security for two-step 

authentication. They offer protection against phishing, malware, and other attacks 

because they require physical possession of the key to authenticate. 

   - Weaknesses: Hardware security keys may not be as widely supported as other 

methods, and they require purchasing and carrying a physical device. 

   - Consideration: Hardware security keys are ideal for users with high-security needs, 

such as professionals or those handling sensitive information. 

 

 



 

4) Strong Passwords: What makes them weak, how attackers exploit them & how to 

create secure, memorable ones.   

How Attackers Exploit Weak Passwords:  

1. Brute Force Attacks: Attackers systematically try every possible combination of 

characters until they find the correct password. 

2. Dictionary Attacks: Attackers use lists of commonly used passwords or words from 

dictionaries to guess passwords more efficiently. 

3. Phishing: Attackers trick users into revealing their passwords through deceptive 

emails, websites, or messages. 

4. Social Engineering: Attackers manipulate individuals into divulging their passwords 

through psychological manipulation or impersonation. 

  

Creating Secure, Memorable Passwords:  

1. Length: Aim for a minimum of 12 characters. Longer passwords are generally more 

secure. 

2. Complexity: Use a mix of uppercase letters, lowercase letters, numbers, and special 

characters. 

3. Avoid Common Patterns: Don't use easily guessable patterns like "123456" or 

"password." 

4. Avoid Personal Information: Avoid using personal information such as your name, 

birthdate, or common words associated with you. 

5. Passphrase: Consider using a passphrase—a series of words or a sentence—that is 

easy to remember but difficult for attackers to crack. F 

6. Substitutions: Replace letters with numbers or special characters. For example, 

"P@ssw0rd" instead of "Password." 

7. Avoid Reusing Passwords: Use a unique password for each account to prevent one 

compromised password from affecting multiple accounts. 

8. Consider Password Managers: Use a reputable password manager to generate and 

store complex passwords securely. This allows you to use unique, random passwords 

for each account without needing to remember them all. 

  



By following these guidelines, you can create strong, memorable passwords that are 

resistant to attacks while still being practical for everyday use. 

 

5) POS Security Threats: Identify vulnerabilities & suggest solutions for malware, 

breaches & theft. 

Point-of-sale (POS) systems are vulnerable to various security threats, including 

malware attacks, data breaches, and theft. Here are some common vulnerabilities and 

solutions: 

  

Vulnerabilities: 

  

1. Malware Attacks: Malicious software can infect POS systems through various means, 

such as phishing emails, compromised USB drives, or exploiting vulnerabilities in 

software. 

    

2. Data Breaches: Attackers may exploit weaknesses in POS systems to steal sensitive 

payment card data, customer information, or login credentials, leading to data breaches. 

    

3. Weak Authentication: Weak or default passwords, lack of two-factor authentication, or 

inadequate access controls can make it easier for attackers to gain unauthorized 

access to POS systems. 

  Solutions:  

  

1. Endpoint Protection: Install and regularly update antivirus and anti-malware software 

on POS systems to detect and remove malicious software. 

    

2. Firewall and Network Segmentation: Implement firewalls and segment POS networks 

to restrict access and limit the impact of potential breaches or malware infections. 

    

3. Encryption: Encrypt sensitive data, such as payment card information, both in transit 

and at rest, to protect it from unauthorized access in case of a breach. 

    



    

 

 


