
‭1)‬ ‭Prepare‬ ‭a‬ ‭Case‬ ‭Study‬ ‭on‬‭the‬‭shortage‬‭of‬‭cybersecurity‬‭professionals‬‭in‬‭India,‬
‭its‬ ‭impact‬ ‭on‬ ‭organizations,‬ ‭and‬ ‭the‬ ‭measures‬ ‭needed‬ ‭to‬ ‭address‬ ‭this‬
‭challenge(Discuss the specific implications for the Indian context)‬

‭Case Study: Shortage of Cybersecurity Professionals in India‬

‭Introduction:‬

‭India,‬‭with‬‭its‬‭booming‬‭digital‬‭economy‬‭and‬‭massive‬‭internet‬‭user‬‭base,‬‭faces‬‭a‬‭critical‬
‭challenge:‬ ‭a‬ ‭severe‬ ‭shortage‬ ‭of‬ ‭skilled‬ ‭cybersecurity‬ ‭professionals‬‭.‬ ‭This‬ ‭case‬
‭study‬ ‭explores‬ ‭the‬ ‭extent‬ ‭of‬ ‭this‬ ‭shortage,‬ ‭its‬ ‭impact‬ ‭on‬ ‭organizations,‬ ‭and‬ ‭potential‬
‭solutions specific to the Indian context.‬

‭Extent of the Shortage:‬

‭●‬ ‭Estimates‬‭suggest‬‭a‬‭gap‬‭of‬‭800,000‬‭cybersecurity‬‭professionals‬‭in‬‭India,‬‭against‬
‭a global shortage of 4 million.‬

‭●‬ ‭TeamLease‬ ‭Digital‬ ‭reports‬ ‭40,000‬ ‭unfilled‬ ‭cybersecurity‬ ‭job‬ ‭openings‬ ‭as‬ ‭of‬
‭May 2023, with a 30% demand-supply gap.‬

‭●‬ ‭This‬ ‭shortage‬ ‭is‬ ‭compounded‬ ‭by‬ ‭a‬ ‭9%‬ ‭higher‬ ‭demand‬ ‭for‬ ‭cybersecurity‬
‭professionals in India compared to the global average.‬

‭Impact on Organizations:‬

‭●‬ ‭Increased vulnerability to cyberattacks, data breaches, and financial losses.‬
‭●‬ ‭Difficulty‬ ‭complying‬ ‭with‬‭growing‬‭data‬‭privacy‬‭regulations‬‭like‬‭GDPR‬‭and‬‭India's‬

‭Personal Data Protection Act.‬
‭●‬ ‭Higher‬ ‭costs‬ ‭due‬ ‭to‬ ‭reactive‬ ‭solutions,‬ ‭potential‬ ‭ransomware‬ ‭payments,‬ ‭and‬

‭reputational damage.‬
‭●‬ ‭Reduced innovation and digital transformation hampered by security concerns.‬

‭Specific Implications for Indian Context:‬

‭●‬ ‭Large‬ ‭pool‬ ‭of‬ ‭potential‬ ‭talent:‬ ‭India's‬ ‭large‬ ‭young‬ ‭population‬ ‭represents‬ ‭a‬
‭potential talent pool for cybersecurity training.‬

‭●‬ ‭Lack‬ ‭of‬ ‭awareness‬ ‭and‬ ‭training:‬ ‭Limited‬ ‭awareness‬ ‭of‬ ‭cybersecurity‬ ‭careers‬
‭and inadequate training infrastructure contribute to the shortage.‬

‭●‬ ‭Skill‬ ‭mismatch:‬ ‭Skills‬ ‭taught‬ ‭in‬ ‭IT‬ ‭programs‬ ‭often‬ ‭don't‬ ‭align‬ ‭with‬ ‭industry‬
‭needs, requiring reskilling/upskilling.‬

‭●‬ ‭Inadequate‬ ‭budget‬ ‭allocation:‬ ‭Many‬ ‭organizations,‬ ‭especially‬ ‭SMEs,‬ ‭lack‬‭the‬
‭budget for dedicated cybersecurity personnel or training.‬

‭Measures to Address the Challenge:‬



‭●‬ ‭Government initiatives:‬
‭○‬ ‭Invest‬‭in‬‭building‬‭robust‬‭cybersecurity‬‭training‬‭infrastructure‬‭in‬‭universities‬

‭and colleges.‬
‭○‬ ‭Offer cybersecurity awareness programs for students and professionals.‬
‭○‬ ‭Partner‬ ‭with‬ ‭industry‬ ‭to‬ ‭develop‬ ‭relevant‬ ‭curriculum‬ ‭and‬ ‭offer‬

‭scholarships.‬
‭○‬ ‭Provide tax incentives for organizations investing in cybersecurity training.‬

‭●‬ ‭Industry initiatives:‬
‭○‬ ‭Collaborate‬ ‭with‬ ‭educational‬ ‭institutions‬ ‭to‬ ‭develop‬ ‭industry-aligned‬

‭cybersecurity programs.‬
‭○‬ ‭Offer reskilling/upskilling programs for existing IT professionals.‬
‭○‬ ‭Implement apprenticeship programs to provide practical experience.‬
‭○‬ ‭Promote diversity and inclusion to attract talent from various backgrounds.‬

‭●‬ ‭Individual initiatives:‬
‭○‬ ‭Explore online courses and certifications to enhance cybersecurity skills.‬
‭○‬ ‭Participate‬ ‭in‬ ‭workshops‬ ‭and‬ ‭conferences‬ ‭to‬ ‭stay‬ ‭updated‬ ‭on‬ ‭the‬ ‭latest‬

‭threats and trends.‬
‭○‬ ‭Network with professionals in the cybersecurity field.‬

‭Conclusion:‬

‭The‬ ‭shortage‬ ‭of‬ ‭cybersecurity‬ ‭professionals‬ ‭in‬ ‭India‬ ‭poses‬ ‭a‬ ‭significant‬ ‭risk‬ ‭to‬
‭organizations‬‭and‬‭national‬‭security.‬‭Addressing‬‭this‬‭challenge‬‭requires‬‭a‬‭multi-pronged‬
‭approach‬ ‭involving‬ ‭government,‬ ‭industry,‬ ‭and‬ ‭individual‬ ‭stakeholders.‬ ‭By‬ ‭investing‬ ‭in‬
‭training,‬ ‭promoting‬ ‭awareness,‬ ‭and‬ ‭creating‬ ‭a‬ ‭conducive‬ ‭ecosystem,‬ ‭India‬ ‭can‬‭bridge‬
‭the gap and build a robust cybersecurity workforce for the future.‬



‭2)‬ ‭Analyze‬ ‭a‬ ‭significant‬ ‭cyber‬ ‭attack(s)‬ ‭that‬ ‭has‬‭affected‬‭an‬‭Indian‬‭organization‬‭or‬
‭institution.‬ ‭Evaluate‬ ‭the‬ ‭specific‬ ‭challenges‬ ‭faced,‬ ‭the‬ ‭response‬ ‭to‬‭the‬‭incident,‬
‭and the lessons learned.‬

‭AIIMS Delhi Cyberattack (2022): A Case Study in Healthcare Vulnerability‬

‭Incident Overview:‬

‭In‬ ‭November‬ ‭2022,‬ ‭the‬‭All‬‭India‬‭Institute‬‭of‬‭Medical‬‭Sciences‬‭(AIIMS)‬‭Delhi,‬‭a‬‭premier‬
‭medical‬ ‭institution‬ ‭in‬ ‭India,‬ ‭faced‬ ‭a‬ ‭severe‬ ‭ransomware‬ ‭attack.‬ ‭Hackers‬ ‭encrypted‬
‭critical servers, disrupting hospital operations for nearly two weeks.‬

‭Challenges Faced:‬

‭●‬ ‭Data Theft:‬‭Hackers accessed sensitive patient data‬‭like medical records,‬
‭putting their privacy and confidentiality at risk.‬

‭●‬ ‭Operational Disruption:‬‭Critical hospital services‬‭like patient admissions,‬
‭appointments, and lab tests were severely impacted, causing delays and‬
‭distress.‬

‭●‬ ‭Financial Loss:‬‭AIIMS incurred significant expenses‬‭repairing damage and‬
‭restoring systems, highlighting the financial impact of cyberattacks.‬

‭●‬ ‭Reputational Damage:‬‭The attack eroded trust in AIIMS's‬‭data security, raising‬
‭concerns about healthcare cybersecurity nationwide.‬

‭Response to the Incident:‬

‭●‬ ‭Government Intervention:‬‭The Ministry of Home Affairs‬‭and National Cyber‬
‭Security Council (NCSC) assisted AIIMS with investigation and data recovery.‬

‭●‬ ‭IT Teams:‬‭AIIMS IT teams worked tirelessly to isolate‬‭the attack, restore‬
‭backups, and implement security measures.‬

‭●‬ ‭Law Enforcement:‬‭An investigation was launched to‬‭identify the perpetrators,‬
‭but no arrests have been reported yet.‬

‭Lessons Learned:‬

‭●‬ ‭Importance of Data Security:‬‭The attack emphasized‬‭the need for robust data‬
‭security protocols, including encryption, backups, and access controls.‬

‭●‬ ‭Investment in Cybersecurity:‬‭Adequate budget allocation‬‭for cybersecurity‬
‭infrastructure and skilled personnel is crucial for early detection and mitigation.‬

‭●‬ ‭Cybersecurity Awareness:‬‭Training healthcare professionals‬‭and staff on cyber‬
‭hygiene and reporting suspicious activity is vital.‬



‭●‬ ‭National Collaboration:‬‭The incident underlines the need for improved national‬
‭cyber defense initiatives and information sharing between institutions.‬

‭Specific Implications for the Indian Context:‬

‭●‬ ‭Healthcare Sector Vulnerability:‬‭Many Indian healthcare institutions lack‬
‭adequate cybersecurity measures, making them prime targets for cyberattacks.‬

‭●‬ ‭Limited Resources:‬‭Resource constraints often hinder Indian healthcare‬
‭institutions from investing in advanced cybersecurity solutions and personnel.‬

‭●‬ ‭Data Privacy Regulations:‬‭The upcoming Personal Data Protection Act (PDPA)‬
‭mandates data security compliance, posing a challenge for under-prepared‬
‭institutions.‬

‭Conclusion:‬

‭The‬‭AIIMS‬‭Delhi‬‭cyberattack‬‭exposed‬‭the‬‭vulnerabilities‬‭of‬‭Indian‬‭healthcare‬‭institutions‬
‭and‬ ‭served‬ ‭as‬ ‭a‬ ‭stark‬ ‭reminder‬ ‭of‬ ‭the‬ ‭critical‬ ‭need‬ ‭for‬ ‭improved‬ ‭cybersecurity‬
‭measures.‬ ‭Addressing‬ ‭these‬ ‭challenges‬ ‭requires‬ ‭a‬ ‭collective‬ ‭effort‬ ‭from‬ ‭healthcare‬
‭providers,‬ ‭government‬ ‭agencies,‬ ‭and‬ ‭cybersecurity‬ ‭professionals.‬ ‭By‬ ‭prioritizing‬ ‭data‬
‭security,‬ ‭investing‬ ‭in‬ ‭resources,‬ ‭and‬ ‭fostering‬ ‭awareness,‬ ‭India‬ ‭can‬ ‭build‬ ‭a‬ ‭more‬
‭resilient healthcare system in the face of evolving cyber threats.‬

‭Please‬ ‭note:‬ ‭This‬ ‭analysis‬ ‭is‬ ‭based‬ ‭on‬ ‭publicly‬ ‭available‬ ‭information‬ ‭and‬ ‭may‬ ‭not‬
‭capture all details of the incident.‬



‭3)‬ ‭Investigate‬ ‭the‬ ‭top‬ ‭cybersecurity‬ ‭problems‬ ‭faced‬ ‭by‬ ‭universities‬ ‭and‬ ‭colleges,‬
‭with‬ ‭a‬ ‭focus‬ ‭on‬ ‭the‬ ‭specific‬ ‭types‬ ‭of‬ ‭cyberattacks‬ ‭targeting‬ ‭higher‬ ‭education‬
‭institutions.‬

‭Top Cybersecurity Challenges Faced by Universities and Colleges:‬

‭Universities‬ ‭and‬ ‭colleges,‬ ‭treasure‬ ‭troves‬ ‭of‬ ‭sensitive‬ ‭data‬ ‭and‬ ‭research,‬ ‭are‬
‭increasingly‬ ‭under‬ ‭attack‬ ‭by‬ ‭cybercriminals.‬ ‭Here‬ ‭are‬ ‭some‬ ‭of‬ ‭the‬ ‭top‬ ‭cybersecurity‬
‭problems they face:‬

‭1.‬ ‭Phishing‬ ‭Attacks:‬ ‭These‬ ‭social‬ ‭engineering‬ ‭scams‬ ‭lure‬ ‭unsuspecting‬ ‭users‬ ‭into‬
‭clicking‬ ‭malicious‬ ‭links‬ ‭or‬ ‭attachments,‬ ‭leading‬ ‭to‬ ‭data‬ ‭breaches,‬ ‭malware‬ ‭infections,‬
‭and‬ ‭compromised‬ ‭accounts.‬ ‭Students,‬ ‭faculty,‬ ‭and‬ ‭staff‬ ‭are‬ ‭common‬ ‭targets‬ ‭due‬ ‭to‬
‭potential lack of awareness.‬

‭2.‬ ‭Ransomware‬ ‭Attacks:‬ ‭Hackers‬ ‭encrypt‬ ‭critical‬ ‭data‬ ‭and‬ ‭demand‬ ‭a‬ ‭ransom‬ ‭for‬ ‭its‬
‭decryption.‬ ‭These‬ ‭attacks‬ ‭can‬ ‭cripple‬ ‭university‬ ‭operations,‬ ‭causing‬ ‭financial‬ ‭losses,‬
‭service‬‭disruptions,‬‭and‬‭reputational‬‭damage.‬‭Ransomware‬‭targeting‬‭student‬‭loan‬‭data‬
‭or research projects can be particularly impactful.‬

‭3.‬ ‭Data‬ ‭Breaches:‬ ‭Accidental‬ ‭or‬ ‭intentional‬ ‭leaks‬ ‭expose‬ ‭sensitive‬ ‭information‬ ‭like‬
‭student‬ ‭records,‬ ‭financial‬ ‭data,‬ ‭research‬ ‭findings,‬ ‭and‬ ‭intellectual‬ ‭property.‬ ‭These‬
‭breaches‬ ‭can‬ ‭lead‬ ‭to‬ ‭identity‬ ‭theft,‬ ‭financial‬ ‭losses,‬ ‭regulatory‬ ‭fines,‬ ‭and‬ ‭reputational‬
‭damage.‬

‭4.‬ ‭Insider‬ ‭Threats:‬ ‭Disgruntled‬ ‭staff,‬ ‭students,‬ ‭or‬ ‭researchers‬ ‭with‬‭authorized‬‭access‬
‭can‬ ‭misuse‬ ‭their‬ ‭privileges‬ ‭to‬ ‭steal‬ ‭data,‬ ‭disrupt‬ ‭systems,‬ ‭or‬ ‭sabotage‬ ‭research‬
‭projects.‬

‭5.‬ ‭Outdated‬ ‭Technology:‬ ‭Many‬ ‭universities‬ ‭rely‬ ‭on‬ ‭legacy‬ ‭systems‬ ‭with‬ ‭known‬
‭vulnerabilities,‬ ‭making‬ ‭them‬ ‭easy‬ ‭targets‬‭for‬‭exploitation.‬‭Patching‬‭and‬‭updating‬‭these‬
‭systems can be challenging due to budget constraints and compatibility issues.‬

‭6.‬ ‭Unsecured‬ ‭Mobile‬ ‭Devices:‬ ‭The‬ ‭proliferation‬ ‭of‬ ‭personal‬ ‭devices‬ ‭used‬ ‭to‬ ‭access‬
‭university‬ ‭networks‬ ‭increases‬ ‭attack‬ ‭surfaces.‬ ‭Lost‬ ‭or‬ ‭stolen‬ ‭devices,‬ ‭insecure‬ ‭apps,‬
‭and weak passwords pose significant risks.‬

‭7.‬ ‭Inadequate‬ ‭Cybersecurity‬ ‭Awareness:‬ ‭Staff,‬ ‭students,‬ ‭and‬ ‭faculty‬ ‭may‬ ‭not‬ ‭be‬
‭sufficiently‬‭aware‬‭of‬‭cyber‬‭threats‬‭and‬‭best‬‭practices,‬‭making‬‭them‬‭more‬‭susceptible‬‭to‬
‭phishing and social engineering attacks.‬



‭Specific Types of Cyber Attacks Targeting Higher Education:‬

‭●‬ ‭Zero-Day Attacks:‬‭Exploiting previously unknown vulnerabilities in software or‬
‭systems, these attacks are particularly difficult to defend against.‬

‭●‬ ‭Supply Chain Attacks:‬‭Targeting third-party vendors‬‭and service providers with‬
‭access to university data can provide indirect access to sensitive information.‬

‭●‬ ‭Spear Phishing:‬‭Personalized phishing emails targeting specific individuals‬
‭within the university with relevant information can be highly effective.‬

‭●‬ ‭Watering Hole Attacks:‬‭Compromising websites frequented by the university‬
‭community allows attackers to infect devices with malware when visited.‬

‭●‬ ‭DDoS Attacks:‬‭Overwhelming university websites and servers with traffic can‬
‭disrupt operations and prevent access to critical resources.‬

‭Conclusion:‬

‭Universities‬ ‭and‬ ‭colleges‬ ‭must‬ ‭prioritize‬ ‭cybersecurity‬ ‭and‬ ‭adopt‬ ‭a‬ ‭multi-layered‬
‭approach‬ ‭to‬ ‭address‬ ‭these‬ ‭evolving‬ ‭threats.‬ ‭This‬ ‭includes‬ ‭investing‬ ‭in‬ ‭secure‬
‭technology,‬ ‭user‬ ‭education,‬ ‭incident‬ ‭response‬ ‭plans,‬ ‭and‬ ‭collaboration‬ ‭with‬ ‭external‬
‭security experts.‬

‭4)‬ ‭Select‬‭and‬‭analyze‬‭three‬‭real-world‬‭malware‬‭attacks,‬‭covering‬‭different‬‭malware‬
‭types‬ ‭such‬ ‭as‬ ‭viruses,‬ ‭worms,‬ ‭and‬ ‭ransomware.‬ ‭For‬ ‭each‬ ‭case,‬ ‭describe‬ ‭the‬
‭attack vector, the target, the impact.‬

‭Three Real-World Malware Attacks:‬

‭1. WannaCry Ransomware (2017) - Worm & Ransomware:‬

‭●‬ ‭Attack Vector:‬‭Exploited EternalBlue vulnerability in Windows systems. Spread‬
‭through EternalBlue exploit and network shares.‬

‭●‬ ‭Target:‬‭Millions of Windows devices worldwide, including hospitals, businesses,‬
‭and individuals.‬

‭●‬ ‭Impact:‬‭Encrypted user files, demanding ransom payments in Bitcoin. Caused‬
‭widespread disruption in healthcare, critical infrastructure, and businesses.‬
‭Global losses estimated at over $4 billion.‬



‭2. Stuxnet Worm (2010) - Worm & Rootkit:‬

‭●‬ ‭Attack Vector:‬‭Highly sophisticated attack targeting specific industrial control‬
‭systems (ICS) used in uranium enrichment facilities.‬

‭●‬ ‭Target:‬‭Iranian nuclear program specifically Natanz enrichment facility.‬
‭●‬ ‭Impact:‬‭Disrupted uranium enrichment process by manipulating centrifuges,‬

‭causing physical damage and delays. Considered a turning point in cyberwarfare‬
‭capabilities.‬

‭3. ILOVEYOU Worm (2000) - Worm & Trojan:‬

‭●‬ ‭Attack Vector:‬‭Email attachment disguised as a love‬‭letter with the subject‬
‭"ILOVEYOU." Once opened, downloaded additional malicious code.‬

‭●‬ ‭Target:‬‭Millions of Windows users worldwide, with‬‭businesses particularly‬
‭affected.‬

‭●‬ ‭Impact:‬‭Overwrote files, caused system crashes, and‬‭spread rapidly through‬
‭email addresses in address books. Estimated global losses at over $10 billion.‬

‭Analysis:‬

‭These examples showcase different malware types and their varying impacts:‬

‭●‬ ‭WannaCry:‬‭Highlights the widespread disruption and‬‭financial losses caused by‬
‭ransomware attacks, targeting individuals and critical infrastructure.‬

‭●‬ ‭Stuxnet:‬‭Demonstrates the potential of targeted cyberattacks‬‭against physical‬
‭infrastructure, raising concerns about cyberwarfare capabilities.‬

‭●‬ ‭ILOVEYOU:‬‭Represents the rapid spread and destructive potential of simple‬
‭worms, emphasizing the importance of email security awareness.‬

‭These‬ ‭attacks‬ ‭continue‬ ‭to‬ ‭influence‬ ‭cybersecurity‬‭practices‬‭and‬‭serve‬‭as‬‭reminders‬‭of‬
‭the‬ ‭evolving‬ ‭threat‬ ‭landscape.‬ ‭It's‬ ‭crucial‬ ‭to‬ ‭stay‬ ‭informed‬ ‭about‬ ‭new‬ ‭threats,‬ ‭update‬
‭software regularly, and practice safe online habits to minimize the risk of infection.‬



‭5)‬ ‭Provide Comparative Analysis on  DES, AES, RSA.‬

‭Comparative Analysis of DES, AES, and RSA:‬

‭Here's a comparison of DES, AES, and RSA along various key aspects:‬

‭Feature‬ ‭DES‬ ‭AES‬ ‭RSA‬

‭Type‬ ‭Symmetric‬ ‭Symmetric‬ ‭Asymmetric‬

‭Key size‬ ‭56‬ ‭bits‬ ‭(original),‬
‭112‬ ‭or‬ ‭168‬ ‭bits‬
‭(3DES)‬

‭128,‬ ‭192,‬ ‭or‬ ‭256‬
‭bits‬

‭1024-4096‬ ‭bits‬
‭(typical)‬

‭Speed‬ ‭Slow‬ ‭Fast‬ ‭Slow‬

‭Security‬ ‭Considered‬
‭vulnerable‬‭due‬‭to‬
‭short key size‬

‭Highly secure‬ ‭Considered‬
‭secure,‬ ‭but‬
‭susceptible‬ ‭to‬
‭specific attacks‬

‭Use cases‬ ‭Legacy‬ ‭systems,‬
‭low-value data‬

‭Bulk‬ ‭encryption,‬
‭real-time‬
‭communication‬

‭Digital‬
‭signatures,‬ ‭key‬
‭exchange,‬
‭secure‬
‭communication‬
‭channels‬

‭Complexity‬ ‭Relatively simple‬ ‭More complex‬ ‭Very complex‬

‭Computational‬
‭cost‬

‭Lower‬ ‭Higher‬ ‭Highest‬



‭Summary:‬

‭●‬ ‭DES:‬‭No longer considered secure due to short key‬‭size. Only use for legacy‬
‭systems or low-value data.‬

‭●‬ ‭AES:‬‭Current industry standard for symmetric encryption.‬‭Offers high security,‬
‭speed, and scalability.‬

‭●‬ ‭RSA:‬‭Used for asymmetric encryption, digital signatures,‬‭and key exchange.‬
‭Slower than symmetric algorithms but provides unique security benefits.‬

‭Choosing the right algorithm:‬

‭The choice between DES, AES, and RSA depends on your specific needs:‬

‭●‬ ‭For bulk encryption and real-time communication:‬‭AES‬‭is the clear choice‬
‭due to its speed and security.‬

‭●‬ ‭For digital signatures and key exchange:‬‭RSA is the standard due to its‬
‭unique capabilities.‬

‭●‬ ‭For legacy systems or low-value data:‬‭DES might be‬‭acceptable, but consider‬
‭security risks.‬

‭Additional points:‬

‭●‬ ‭Hybrid approaches combining symmetric and asymmetric algorithms offer‬
‭enhanced security.‬

‭●‬ ‭Newer algorithms like ChaCha20 and Poly1305 are gaining traction for specific‬
‭use cases.‬

‭●‬ ‭Always stay informed about the latest vulnerabilities and best practices for‬
‭cryptographic algorithms.‬

‭Key‬
‭management‬

‭Requires‬ ‭secure‬
‭sharing‬ ‭of‬ ‭single‬
‭key‬

‭Requires‬ ‭secure‬
‭storage‬ ‭of‬ ‭two‬
‭keys‬‭(private‬‭and‬
‭public)‬

‭Requires‬ ‭secure‬
‭storage‬ ‭and‬
‭management‬ ‭of‬
‭private key‬

‭Scalability‬ ‭Less‬ ‭scalable‬
‭due‬ ‭to‬ ‭key‬ ‭size‬
‭limitations‬

‭Highly‬ ‭scalable‬
‭with‬ ‭different‬ ‭key‬
‭lengths‬

‭Scalable,‬ ‭but‬
‭performance‬
‭decreases‬ ‭with‬
‭key size‬


